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[bookmark: _Toc529964094]Executive Summary
eSight is a new-generation enterprise ICT device management solution provided by Huawei. As a component of the Huawei eSight solution, the eSight Hyper-cConverged Infrastructure management component helps O&M personnel manage hyper-converged infrastructures throughout their lifecycles to improve O&M efficiency and reduce O&M costs.	Comment by Eric Gill: Kept management lowercase in text references because it is not part of the actual product title, but left it uppercase in headlines/titles.
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[bookmark: _Toc529964095]Product Overview
[bookmark: _Toc529964096]Overview
To meet enterprise customers'’ demands, Huawei eSight introduces technologies such asincluding component orientation and web orientation, network-wide status monitoring and restoration measures, such as unified alarm and performance management, and various optional service components. Huawei eSight helps enterprises build customized and easy-to-use O&M environments that allow enterprises to easily manage network-wide ICT devices with only one set of management software.
eSight Hyper-cConverged Infrastructure management scheme
[image: C:\Users\zwx225187\AppData\Roaming\eSpace_Desktop\UserData\zwx225187\imagefiles\9B0E076C-D0F7-4118-B290-741BBCD8D7E8.png]

[bookmark: _Toc529964097]Key Technical Features
Network-Wwide Device Status Monitoring for Overall Service Control
[bookmark: OLE_LINK25][bookmark: OLE_LINK26]The eSight Hyper-cConverged Infrastructure management component provides basic management and monitoring capabilities of hyper-converged infrastructure devices. It can implement comprehensive monitoring of the status and performance of hyper-converged infrastructure devices and quickly discover faulty devices.
Centralized Network-wWide Device Management
The eSight Hyper-cConverged Infrastructure management component supports branch management. It enables users to manage multiple sets of FusionCube hyper-converged infrastructures that are distributed in multiple locations.




[bookmark: _Toc529964098]Product Functions
[bookmark: _Toc529964099]Hyper-cConverged Infrastructure Resource Management
[bookmark: _Toc529964100]Hyper-cConverged Infrastructure Access
The eSight Hyper-cConverged Infrastructure management component provides the following device access modes:
Adding a single device: Configure basic information about a device and add it to the management system manually.
Importing devices in batches: Configure key device information in a template and use the template to import devices into the management system manually.
	Component Type
	Device Access Mode
	Access Protocol

	
	Adding a Single Device
	Importing Devices in Batches
	

	Hyper-converged infrastructure
	Supported
	Supported
	REST


[bookmark: OLE_LINK1]
[bookmark: _Toc529964101]Basic Information About the Hyper-cConverged Infrastructure
The eSight Hyper-cConverged Infrastructure management component can be used to obtain basic information about hardware, storage, and VMs.
	Scenario
	Basic Information

	
	Hardware
	Storage
	VM

	FusionSphere
	Supported
	Supported
	Supported

	VMware
	Supported
	Supported
	Supported

	Database
	Supported
	Supported
	Not supported

	Storage resource pool
	Supported
	Supported
	Not supported



Hardware information
Chassis information: name, product model, Mmanagement mModule (MM) status, MM floating IP address, cabinet, and chassis
Server information: name, running status, node type, product model, management IP address, BMC IP address, cabinet, chassis, and slot
Switch information: name, product model, management IP address, status, cabinet, and chassis
Storage information
Name, status, management IP address, total capacity, usage, used capacity, allocated capacity, primary storage type, and cache type
VM information
Name, status, management IP address, cluster to which the VM belongs, and server where the VM is located
[bookmark: _Toc529964102]Hyper-cConverged Infrastructure Management Monitoring Management
[bookmark: _Toc529964103]Performance Management
[bookmark: OLE_LINK14]The eSight Hyper-cConverged Infrastructure management component provides functions such as performance data collection, real-time resource monitoring, historical performance analysis, and visual display to help IT personnel analyze and predict service resource bottlenecks and effectively evaluate the resource utilization and service efficiency. Then IT personnel can optimize device performance and configuration accordingly to improve the IT system production value and business competitiveness.
Simplified performance monitoring helps O&M personnel eliminate potential system faults in advance so that less time and effort are required for fault diagnosis. The statistical analysis function helps improve device maintenance efficiency.
Real-time performance and historical performance data is displayed in line graphs. Performance data files (CSV files) can be exported to meet O&M personnel’'s requirements for data viewing and statistics collection.
Users can customize performance data- collection cycles based on different device configurations to meet various performance- data analysis requirements.
[bookmark: OLE_LINK18][bookmark: OLE_LINK15][bookmark: OLE_LINK16]The eSight Hyper-cConverged Infrastructure management component collects and displays various device performance indicators to help users determine device operating health status. These indicators are reliable for decision-making about device deployment and service adjustment.


Performance management includes the following:
Preset performance data- collection template: When creating performance data -collection tasks, users can directly load preset performance data- collection templates to quickly configure performance indicators for specified devices.
Task-based management: Users can create tasks to collect performance data flexibly. After such tasks are executed and data is collected, users can view historical performance data of specified devices.
[bookmark: OLE_LINK17]Performance indicator monitoring: The eSight Hyper-cConverged Infrastructure management component can detect and report service resource- performance threshold alarms promptly.
Historical performance data viewing: The eSight Hyper-cConverged Infrastructure management component shows historical performance trends in graphs and tables to help decision-making.
Server performance indicator list
	Object
	Performance Indicator

	CPU
	Usage

	Memory
	Usage

	Storage pool
	Usage



[bookmark: _Toc529964104]Alarm Management
Overview
[bookmark: OLE_LINK19]The eSight Hyper-cConverged Infrastructure management component provides a unified alarm management mechanism to help users quickly locate and rectify faults. This helps reduce the possibility of device faults and improves device reliability.
[bookmark: OLE_LINK22][bookmark: OLE_LINK20][bookmark: OLE_LINK21]The eSight Hyper-cConverged Infrastructure management component monitors alarms in a unified manner and promptly informs allows O&M personnel to be promptly informed of alarms by using audio and visual notifications, SMSs, or emails. It also supports real-time information updates on the Graphical User Interface (GUI). O&M personnel can take measures promptly to restore services.
Alarm- handling process
[image: ]

[bookmark: OLE_LINK23][bookmark: OLE_LINK24]The eSight Hyper-cConverged Infrastructure management component monitors comprehensive and refined hardware alarm information of servers and alarm information of the eSight system. These comprise alarms include CPU hardware alarms, high temperature alarms, mainboard voltage alarms, fan module alarms, Power Supply Unit (PSU) alarms, bus alarms, memory alarms, hard disk alarms, system  operating alarms, device management module alarms, switch module alarms, device offline alarms, performance- threshold alarms, and network management  system performance alarms.
The eSight Hyper-cConverged Infrastructure management component provides the following functions to implement unified and centralized alarm management:
Convenient alarm information query and retrieval: Uuser-defined alarm filtering, refreshing, sorting by attribute, and severity redefinition meet requirements in various scenarios.
Alarm consolidation: Dduplicate alarms can be automatically consolidated to simplify alarm processing.
Various remote notification modes: Eemails, SMSs, and audio and visual notifications (alarm boxes) are supported to meet different alarm  notification requirements and ensure troubleshooting efficiency.
Alarm management knowledge base: This function provides supports alarm management experience, including experience in alarm masking and maintenance, to improve alarm handling accuracy and efficiency.
Other functions: alarm statistics, export, deletion, and dump
[bookmark: _Toc529964105]Topology Management
The topology view displays the layout and status of network elements, subnets, and links to help IT personnel determine the network topology and monitor network- operating status in real time. The topology view can automatically update network status based on accessed devices.
Topology view
[image: ]	Comment by zWX225187: 请替换为英文界面截图。





[bookmark: p_hlp_topo_002__p_fig01][bookmark: p_fig01][bookmark: _Toc529964106]Acronyms and Abbreviations
	M
	

	MM
	Management Module
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